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Abstract 

Cloud computing is one of the innovations in today‟s real world (trend).cloud computing has visualized as 

the next generation architecture of it enterprising. As cloud computing is the growing field of it. cloud 

computing is defined as an online based computation in which virtually distributed servers that is data 

centers provide software, platform, infrastructure, policies and many resources. In this paper to how secure 

of cloud computing using virtual machine.  
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1. INTRODUCTION 
 

Information Technology (IT) is dynamic the manner in which companies work, the way toward making 

expertise and products to their clients, and in the manner in which they contend. National Institutes of 

Standards and Technology (NIST) are responsible for classifying specification in science and technology. 

Cloud computing innovation can likely change a widely held of the IT industry among services oriented it 

firms. cloud computing technology gets from an extended history of investigation and improvement on 

different strategies to deal with it outsourcing, in which customers derive from a cloud service provider‟s 

pool of capacity on a pay-as-you-go premise one more option to handling with their very own it foundation 

and infrastructure. Cloud computing permits all the more efficient figuring by storage capacity, memory, 

plan and transmission limit. 

Cloud computing technology is a result from many years of research in different subject field including 

distributed computing, virtualization, software services, and networking. Hence the servers and email 

software are altogether synchronous on the cloud for example web and these products and servers are 

practiced by the cloud administration provider for example Google. Cloud computing is isolated in to three 

layers, structure, programming and strategy. It affectivity is known as the how much it can efficiently and 

effectively convey as well as integrate with the technology depended on services and solutions. Business 

stakeholders with strategic alignment has usually been seen as the mean value to obtain better it delivery 

capabilities, but current trends appear to display higher cloud computing. It allocation will be leaner, 

business models more specific and management discipline strict. There was an absence of sufficient 

demonstrating the value of cloud approval as a proxy to it flexibility and it effectiveness. [3] 
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2. RELATED WORK 
 

In [4] the authors developed an IDS approach based on cloud that interconnects to host cloud via a virtual 

private network (VPN). The host cloud and the IDS (Intrusion Detection) cloud are in an interpenetrating 

architecture within whole cloud infrastructure. It can define VPN's between sub clouds or different clouds, 

which are based unbroken geographical locations. IDS SAAS embraces many cloud positive factors as 

portability, elasticity, scalability and for the most important point on asked access. while implementation of 

cloud technology gives part of advantages as well as real-time afford, pay-as-you-go charge which could 

line up with business policy in IT corporations, it has its own share any of the finer points and problems in 

terms of security, integration, accessibility, performance, and challenges. In particular, based on the article 

refer; there was a lack of sufficient evidence demonstrating the value of cloud maintenance as a proxy to it 

flexibility and it effectiveness.  

3. PROPOSED SYSTEM DESIGN 
 

Cloud computing technology mainly specializes in virtualization of each software and hardware and Service 

Oriented Architecture (SOA) [4]. Cloud technology presents improved flexibility, reduced information 

technology expense for the client or customers, decreased total cost of proprietorship, enhanced 

productivity, and on-demand services.  

The proposed intrusion detection system starts with the collection the event phase log files from the virtual 

machine monitor level as shown in the figure [5]. 
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Figure. Proposed Intrusion DetectionSystem. 

WEKA tool is an open source investigating tool for organization and clustering algorithms [4]. The one 

gathered effect log files checked in terms of their properties and analytical propriety in order to differentiate 

the significant features for the detection the intrusion in cloud virtual machine [4]. IT effectiveness is 

frequently advised with regards to how the technology benefits the organization in an unmistakable way. 

The intrusion detection research and testing are conducted using WEKA data mining tool. To compute the 

presentation of the recommended work applied four arranged measures to be specific, exactness, review, and 

precision and defect rate. [6]. 

Cloud technology approval quick tracks the cost reduce, ultimately generates a competitive, and improves 

skill benefit in any marketplace [11]. Numerous effect of security necessary to be controlled by cloud 

computing solutions and cloud computing service providers to growing the cloud computing adoption. 

Numbers of features are performed depending on the permissions of the user as the user logs in. A number 

of file system commands can be executed by the customer application. 

4. CONCLUSION 
 

In the current research, I have introduced data mining upheld intrusion detection system virtual machine 

looking at in cloud computing environment. The system starts with research the analytical propriety of 

virtual machines, then gratefulness of important features and applied data mining method to categorize the 

event log profile data into interruption and harmless profile. This paper recommends a secure technique 

where the data of the user can be stored on a public cloud and the user have access rights on his own hands. 

Through the ranked manner, the user has the capability to find their data and overhead is going to be saved 

in the encrypted database. 
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